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**** FIRST CHANGE ****

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.

5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.

5G QoS Identifier: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).

5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: NSSAI provided by the Serving PLMN during e.g. a Registration procedure, indicating the S-NSSAIs values the UE could use in the Serving PLMN for the current registration area.

Allowed Area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.

AMF Region: An AMF Region consists of one or multiple AMF Sets.

AMF Set: An AMF Set consists of some AMFs that serve a given area and Network Slice. Multiple AMF Sets may be defined per AMF Region and Network Slice(s).

Application identifier: An identifier that can be mapped to a specific application traffic detection rule.

Configured NSSAI: NSSAI provisioned in the UE applicable to one or more PLMNs.

DN Access Identifier (DNAI): Identifier of a user plane access to one or more DN(s) where applications are deployed.

Endpoint Address: An address used by a NF service consumer to access the NF service (i.e. to invoke service operations) provided by a NF service provider. An Endpoint Address is represented in the syntax of Uniform Resource Identifier (e.g. part of Resource URI of the NF service API).

Expected UE Behaviour: Set of parameters provisioned by an external party to 5G network functions on the foreseen or expected UE behaviour, see clause 5.20.

Forbidden Area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.
GBR QoS Flow: A QoS Flow using the GBR resource type or the Delay-critical GBR resource type and requiring guaranteed flow bit rate.
Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.

Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.
Local Break Out (LBO): Roaming scenario for a PDU Session where the PDU Session Anchor and its controlling SMF are located in the serving PLMN (VPLMN).

Mobility Pattern: Network concept of determining within the AMF the UE mobility parameters as specified in clause 5.3.2.4.

Mobility Registration Update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.

MPS-subscribed UE: A UE having a USIM with MPS subscription.

NGAP UE association: The logical per UE association between a 5G-AN node and an AMF.

NGAP UE-TNLA-binding: The binding between a NGAP UE association and a specific TNL association for a given UE.

Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.

NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network instance: Information identifying a domain. Used by the UPF for traffic detection and routing in the case of different IP domains or overlapping IP addresses.
Network Slice: A logical network that provides specific network capabilities and network characteristics.

Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.
Non-GBR QoS Flow: A QoS Flow using the Non-GBR resource type and not requiring guaranteed flow bit rate.
NSI ID: an identifier for a Network Slice instance.
NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.

NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.

Non-Allowed area: Area where the UE is allowed to initiate Registration procedure but no other communication as specified in clause 5.3.2.3.

Non-Seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.

PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service.

PDU Session Type: The type of PDU Session which can be IPv4, IPv6, IPv4v6, Ethernet or Unstructured.

Periodic Registration Update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.

(Radio) Access Network: See 5G Access Network.

Requested NSSAI: NSSAI provided by the UE to the Serving PLMN during registration.

Service based interface: It represents how a set of services is provided/exposed by a given NF.

Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Service Data Flow Filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet (IP or Ethernet) flows constituting a Service Data Flow.

Service Data Flow Template: The set of Service Data Flow filters in a policy rule or an application identifier in a policy rule referring to an application detection filter, required for defining a Service Data Flow.

Session Continuity: The continuity of a PDU Session. For PDU Session of IPv4 or IPv6 or IPv4v6 type "session continuity" implies that the IP address is preserved for the lifetime of the PDU Session.

Subscribed S-NSSAI: S-NSSAI based on subscriber information, which a UE is subscribed to use in a PLMN
UPF Service Area: The area within which PDU Session associated with the UPF can be served by (R)AN nodes via a N3 interface between the (R)AN and the UPF without need to add a new UPF in between or to remove/re-allocate the UPF.
Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.
**** NEXT CHANGE ****

5.7.1.2
QoS Profile
A QoS Flow may either be 'GBR' or 'Non-GBR' depending on its QoS profile. The QoS profile of a QoS Flow contains QoS parameters as described below (details of QoS parameters are described in clause 5.7.2):

-
For each QoS Flow, the QoS profile shall include QoS parameters:
-
A 5G QoS Identifier (5QI); and.
-
An Allocation and Retention Priority (ARP).

-
For each Non-GBR QoS Flow only, the QoS profile may also include the QoS parameter:
-
Reflective QoS Attribute (RQA).
-
For each GBR QoS Flow only, the QoS profile shall also include the QoS parameters:

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL; and
-
Maximum Flow Bit Rate (MFBR) - UL and DL; and

-
In the case of a GBR QoS Flow only, the QoS parameters may also include:

-
Notification control.
-
Maximum Packet Loss Rate - UL and DL.
NOTE:
In this Release of the specification, the Maximum Packet Loss Rate (UL, DL) is only provided for a GBR QoS flow belonging to voice media.
Each QoS profile has one corresponding QoS Flow identifier (QFI) which is not included in the QoS profile itself.

The usage of a non-standardized 5QI for a QoS Flow requires the signalling of QoS characteristics, and if so, the QoS characteristics are included in the QoS profile. Details of QoS characteristics are described in clause 5.7.3. When a standardized 5QI is used for a QoS Flow, some of the QoS characteristics may be signalled as described in clause 5.7.3.

**** NEXT CHANGE ****

5.7.1.7
UL Traffic

Following characteristics apply for processing of UL traffic:

-
UE uses the stored QoS rules to determine mapping between UL User Plane traffic and QoS Flows. UE marks the UL PDU with the QFI of the QoS rule containing the matching Packet Filter and transmits the UL PDUs using the corresponding access specific resource for the QoS Flow based on the mapping provided by (R)AN.  For NG-RAN, the UL behaviour is specified in TS 38.300 [27] clause 10.5.2 .
-
(R)AN transmits the PDUs over N3 tunnel towards UPF. When passing an UL packet from (R)AN to CN, the (R)AN includes the QFI value, in the encapsulation header of the UL PDU, and selects the N3 tunnel.

-
(R)AN performs transport level packet marking in the UL, transport level packet marking may be based on the 5QI and ARP of the associated QoS Flow. When applicable, (R)AN uses the transport level packet marking value (e.g. the DSCP value) if it is provided by the SMF during the PDU Session Establishment/Modification.
-
UPF verifies whether QFIs in the UL PDUs are aligned with the QoS Rules provided to the UE or implicitly derived by the UE in the case of Reflective QoS).
-
UPF and UE perform Session-AMBR enforcement and the UPF performs counting of packets for charging.

**** NEXT CHANGE ****

5.7.2.5
Flow Bit Rates

For GBR QoS Flows only, the 5G QoS profile additionally includes the following QoS parameters:

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL;
-
Maximum Flow Bit Rate (MFBR) -- UL and DL.

The GFBR denotes the bit rate that is guaranteed to be provided by the network to the QoS Flow over the Averaging Time Window. The MFBR limits the bit rate that is expected by the QoS Flow (e.g. excess traffic may get discarded or delayed by a rate shaping or policing function at the UE, RAN, UPF).

GFBR and MFBR are signalled on N2 and N11 for each individual QoS Flow.
**** NEXT CHANGE ****

5.7.3
5G QoS characteristics

5.7.3.1
General

This clause specifies the 5G QoS characteristics associated with 5QI. The characteristics describe the packet forwarding treatment that a QoS Flow receives edge-to-edge between the UE and the UPF in terms of the following performance characteristics:

1
Resource Type (GBR, Delay-critical GBR or Non-GBR);

2
Priority level;

3
Packet Delay Budget;

4
Packet Error Rate;

5
Averaging window.
6
Maximum Data Burst Volume (for Delay-critical GBR resource type only).
The 5G QoS characteristics should be understood as guidelines for setting node specific parameters for each QoS Flow e.g. for 3GPP radio access link layer protocol configurations.

Standardized or pre-configured 5G QoS characteristics, are indicated through the 5QI value, and are not signalled on any interface.

Signalled QoS characteristics are included as part of the QoS profile.
5.7.3.2
Resource Type
The Resource Type determines if dedicated network resources related QoS Flow-level Guaranteed Flow Bit Rate (GFBR) value are permanently allocated (e.g. by an admission control function in a radio base station). 
GBR QoS Flows are therefore typically authorized "on demand" which requires dynamic policy and charging control. A GBR QoS Flow uses either the GBR resource type or the Delay-critical GBR resource type. The definition of PDB and PER are different for GBR and Delay-critical GBR resource types, and the MDBV parameter applies only to the Delay-critical GBR resource type.
A Non-GBR QoS Flow may be pre-authorized through static policy and charging control. A Non-GBR QoS Flow uses only the Non-GBR resource type. 
**** NEXT CHANGE ****

5.7.3.4
Packet Delay Budget

The Packet Delay Budget (PDB) defines an upper bound for the time that a packet may be delayed between the UE and the UPF that terminates the N6 interface. For a certain 5QI the value of the PDB is the same in UL and DL. In the case of 3GPP access, the PDB is used to support the configuration of scheduling and link layer functions (e.g. the setting of scheduling priority weights and HARQ target operating points). For GBR QoS Flows using the Delay-critical resource type, a packet delayed more than PDB is counted as lost if the transmitted data burst is less than Maximum Data Burst Volume within the period of PDB and the QoS Flow is not exceeding the GFBR. For GBR QoS Flows with GBR resource type, the PDB shall be interpreted as a maximum delay with a confidence level of 98 percent if the QoS flow is not exceeding the GFBR.

Non-GBR QoS Flows should be prepared to experience congestion-related packet drops and delays. In uncongested scenarios, 98 percent of the packets should not experience a delay exceeding the 5QI's PDB.

The PDB for Non-GBR and GBR resource types denotes a "soft upper bound" in the sense that an "expired" packet, e.g. a link layer SDU that has exceeded the PDB, does not need to be discarded and is not added to the PER. However, for a Delay-critical GBR resource type, packets delayed more than the PDB are added to the PER and can be discarded or delivered depending on local decision.
5.7.3.5
Packet Error Rate

The Packet Error Rate (PER) defines an upper bound for the rate of PDUs (e.g. IP packets) that have been processed by the sender of a link layer protocol (e.g. RLC in RAN of a 3GPP access) but that are not successfully delivered by the corresponding receiver to the upper layer (e.g. PDCP in RAN of a 3GPP access). Thus, the PER defines an upper bound for a rate of non-congestion related packet losses. The purpose of the PER is to allow for appropriate link layer protocol configurations (e.g. RLC and HARQ in RAN of a 3GPP access). For all 5QIs the value of the PER is the same in UL and DL. For GBR QoS Flows with Delay-critical GBR resource type, a packet which is delayed more than PDB (but which complies with the GFBR and Maximum Data Burst Volume requirements) is counted as lost, and included in the PER. Delayed packets are not included in the PER if a GBR QoS Flow with a Delay-critical resource type is exceeding the GFBR and the Maximum Data Burst Volume.
5.7.3.6
Averaging Window

The Averaging window is defined only for GBR QoS Flows. The Averaging window represents the duration over which the GFBR and MFBR shall be calculated (e.g. in the (R)AN, UPF, UE). The averaging window may be signalled with 5QIs to the (R)AN and UPF, and if it is not received a standardized value applies (for standardized 5QIs the value in the QoS characteristics Table 5.7.4-1 applies). 
5.7.3.7
Maximum Data Burst Volume
Each GBR QoS Flow with Delay-critical resource type shall be associated with a Maximum Data Burst Volume.
Maximum Data Burst Volume denotes the largest amount of data that the 5G-AN is required to serve within a period of 5G-AN PDB (i.e. 5G-AN part of the PDB). The Maximum Data Burst Volume may be signalled with 5QIs to the (R)AN, and if it is not received, a standardized value applies (for standardized 5QIs the value in the QoS characteristics Table 5.7.4 applies).
**** END OF CHANGES ****
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